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All-In-Vertrige

stehen ab 2015
am Priifstand

WIEN. Seit Jahresanfang gelten
strengere gesetzliche Bestim-
mungen bei Lohn- und Sozial-
dumping. Standen bisher vor
allem Branchen mit einem ho-
hen Anteil an ausldndischen
Arbeitnehmern oder Subunter-
nehmen wie Tourismus oder
Bau im Visier der Behorden,
hat das Gesetz nun Auswirkun-
gen auf nahezu alle Betriebe.
,Bisher wurde lediglich der
Grundlohn auf eine gesetzliche
oder kollektivvertragliche
Unterschreitung kontrolliert*,
erklart die Wiener Rechtsan-
wiltin Sylvia Unger. ,,Nun wird
die Kontrolle auf das gesamte
Entgelt, also auch auf Urlaubs-
und Weihnachtsgeld, Zulagen,
Uberstundenzuschlige oder
Zahlungen aus Anlass der Be-
endigung des Dienstverhiltnis-
ses ausgeweitet.“ Unger sieht
dadurch vor allem All-In-Ver-
trage auf dem Priifstand.

Erhéhung der Strafen

Wenn die Krankenversiche-
rungstriger oder das Kompe-
tenzzentrum zur Lohn- und So-
zialdumping-Bekdmpfung bei
der Priifung feststellen, dass
die Zahl der Uberstunden nicht
durch die im Vertrag festgeleg-
te Uberzahlung gedeckt ist,
werden Betriebe in Zukunft
wohl zur Kassa gebeten.

Der neue Strafrahmen be-
trigt pro Arbeitnehmer 1000
bis 10.000 €; im Wiederho-
lungsfall 2000 bis 20.000 €. Bei
mehr als drei betroffenen
Arbeitnehmern sind zwischen
2000 und 20.000 € bzw. im
Wiederholungsfall 4000 bis
50.000 € zu zahlen.

Bisher galt eine Frist der Ver-
folgungsverjihrung von einem
Jahr - innerhalb dieses Zeit-
raumes musste die Behorde ein
Ermittlungsverfahren einlei-
ten, um die Verjihrung zu hem-
men. Seit Anfang 2015 betrigt
diese Frist drei Jahre, die Frist
fiir die Strafbarkeitsverjihrung
fiinf Jahre. [clp]
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Mitarbeiter — - ||
im Auge
behalten

Die Moglichkeiten, Mitarbeiter zu tiberwa-
chen, werden aufgrund der rasanten IT-Ent-
wicklungen im digitalen Zeitalter immer viel-
faltiger und ausgereifter. Aber nicht alles,
was technisch méglich ist, ist auch erlaubt.

J)

nbestritten ist zwar, dass
Arbeitgeber ihre Mitarbeiter
an sich kontrollieren diirfen,
zum Beispiel, um ihr Eigen-
tum zu schiitzen (,Inventur-
differenzen* in Handelsbe-
trieben). Durch den Dienstvertrag unterwirft
sich der Mitarbeiter dem Kontrollrecht des
Dienstgebers. Der Arbeitnehmer behilt aber
auch am Arbeitsplatz seine Personlichkeits-
rechte und geniefit den Schutz seiner Privat-
sphire. UberschiefRende Kontrollen sind da-
her nicht gestattet. Wo aber liegt die Grenze?

zZustimmung der Belegschaft. Nach dem
Arbeitsverfassungsgesetz sind Kontrollen, die
die Menschenwiirde verletzen, absolut verbo-
ten. Kontrollmafnahmen und technische Kon-
trollsysteme, welche die Menschenwiirde blof
bertihren, sind zwar zulédssig - in Unterneh-
men mit Betriebsrat aber nur mit dessen vor-
heriger Zustimmung (Betriebsvereinbarung),
in solchen ohne Betriebsrat nur mit Zustim-
mung jedes einzelnen Mitarbeiters. Aufgrund
seiner Fiirsorgepflicht ist der Arbeitgeber ganz
allgemein zur Zuriickhaltung aufgerufen: Ein-
griffe in die Personlichkeitsrechte der Mit-
arbeiter diirfen nur auf die schonendste, noch

No-gos sind verplichtende
Alkomatentests oder das
Abhoren von Telefonaten.

zum Ziel fiihrende Art vorgenommen werden.
Selbstverstandlich darf der Unternehmer aber
die Einhaltung zuldssiger Vorgaben wie
Arbeitszeiten oder Arbeitsruhe tiberwachen.

‘Werden, was nicht selten vorkommt, im Zu-
ge der Kontrolle personenbezogene Daten ver-
wendet, ist zusitzlich das Datenschutzrecht
zu beachten. Zu den Daten mit Personenbezug
zdhlen auch Bild- und Tondokumente (Fotos,

Videos, Mikro-Mitschnitte). Nach dem Daten-
schutzgesetz ist die Videotiberwachung zum
Zweck der Mitarbeiterkontrolle verboten. Fiir
die betriebliche Praxis ist einiges noch unklar.
Die eher sparliche Rechtsprechung der Ge-
richte hat zwar manches geklirt, vieles ist aber
noch in Diskussion bzw. liegt in einer recht-
lichen Grauzone. Dazu zihlen elektronische
Standortermittlungen durch Ortungsapplika-
tionen am Firmen-Smartphone von Aufen-
dienstmitarbeitern, Anbringen von Chips in
Firmenfahrzeugen oder Dienstkleidung. Frag-
wiirdig sind auch Whistleblowing-Hotlines im
Unternehmen, vor allem wenn sie verpflich-
tend vorgesehen und nicht blof freiwillig sind.

Kontrolle bei Home-Office. Was die Kontrolle
von Mitarbeitern wihrend dem Home-Office
betrifft, gibt es keine speziellen kontrollrecht-
lichen Spielregeln. Die Einhaltung der Arbeits-
zeit (zumeist wohl flexible Arbeitszeit) darf
man iiberwachen - denkbar wiren Kontroll-
anrufe des Arbeitgebers am Festnetz des
Arbeitnehmers. Kritisch ist hingegen das
(stindige) Speichern von Log-in-Daten oder
Kontrolle mittels ,,GPS-Koordinaten* des Fir-
menhandys, auch wenn sich diese Kontrollen
Lnur® auf die Arbeitszeit beziehen.

Der Arbeitgeber ist berechtigt, seine Be-
triebsmittel nur zu dienstlichen Zwecken zur
Verfiigung zu stellen. Daher darf er die Privat-
nutzung von Internet und E-Mails am Arbeits-
platz auch génzlich verbieten oder nur in ein-
geschrianktem Ausmaf erlauben. Eine stich-
probenartige Uberwachung dieses Verbotes
ist gestattet. Es ist auch zuléssig, einzelne Sei-
ten (z.B. Facebook) zu sperren. Erkennbar pri-
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, Der Einsatz von

Uberwachungssoftware am

Arbeitsplatz ist illegal.

vate E-Mails diirfen jedoch trotz Privatnut-
zungsverbotes nicht eingesehen werden. Ille-
gal ist auch der Einsatz von Uberwachungs-
software (,Spyware®).

In der Regel unproblematisch sind blofe
Anwesenheitskontrollen und herkémmliche
Zeiterfassungsanlagen. Biometrische Zeit-
erfassungssysteme wie Fingerscanner und ,,in-
telligente* Telefonregistrieranlagen hingegen
sind zustimmungspflichtig. Detektive diirfen
zur Abklirung konkreter Verdachtsmomente
eingeschaltet werden. Zu den rechtlichen No-
Gos gehoren im Normalfall: Leibesvisitatio-
nen, verpflichtende Alkomatentests, das Ab-
horen von Telefonaten, ,,verdecktes* Filmen,
Videotiberwachung intimer Betriebsteile
(WC), Einwegglasscheiben und dhnliches.

Unzulidssige Kontrollen kénnen iiber Klage
(Betriebsrat, Mitarbeiter) gerichtlich unter-
bunden werden. Das kann Unternehmen teu-
er zu stehen kommen. Fazit: Dem ,,big boss is
watching® sind zwar so gut wie keine techni-
schen, sehr wohl aber rechtliche Grenzen ge-
setzt.
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Durch den Dienstvertrag unterwerfen
sich Mitarbeiter dem Kontrollrecht des
Chefs. Dieser darf etwa die Privatnut-
zung von Internet oder E-Mails am
Arbeitsplatz zu verbieten.
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